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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TS 28.557 Management of non-public networks; Stage 1 and stage 2 v1.1.0

3	Rationale
[bookmark: _GoBack][bookmark: OLE_LINK4]It is proposed to do editorial changes from rapporteur point of view in draft TS 28.557 [1].

4	Detailed proposal
[bookmark: _Toc5114131][bookmark: _Toc5114133][bookmark: OLE_LINK1][bookmark: OLE_LINK2]This document proposes the following changes in TS 28.557 [1].
	[bookmark: _Toc384916784][bookmark: _Toc384916783]1st Change



[bookmark: _Toc85713371]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
CSC	Communication Service Customer
CSP	Communication Service Provider
MNO	Mobile Network Operator
NPN	Non-Public Network
PNI-NPN	Public Network Integrated NPN
SNPN	Stand-alone NPN
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[bookmark: _Toc85713384]4.6.2	NG-RAN related management aspects
An NG-RAN node can serve multiple NPNs, including SNPNs and PNI-NPNs. To that end, the NPN-OP shall configure the NG-RAN node accordingly, using the 3GPP management system. 
For NG-RAN non-split deployments, the gNB needs to be configured (via 3GPP management system) with lists of NID(s) and CAG(s) it supports, for SNPN and PNI-NPN, respectively. In the NG Application Protocol (NGAP), this information is used as follows. 
-	The gNB communicates supported NID(s) to AMF in the following NGAP messages: NG SETUP REQUEST (see clause 9.2.6.1 of TS 38.413 [9]) and RAN CONFIGURATION UPDATE (see clause 9.2.6.4 of TS 38.413 [9]). 
-	The gNB does not communicate supported CAG(s) to the AMF; instead, it keeps this cell-level information internally. The gNB uses information on supported CAG(s) to accept/reject handover requests from AMF in the following NGAP message: HANDOVER REQUEST (see clause 9.2.3.4 of TS 38.413 [9])
For NG-RAN split deployments, individual gNB-DU needs to be configured (via 3GPP management system) with lists of NID(s) and CAG(s) it supports, for SNPN and PNI-NPN, respectively. In the F1 Application Protocol (F1AP), this information is used as follows:
-	Each gNB-DU communicates supported NID(s) to the gNB-CU in the following F1AP messages: F1 SETUP REQUEST (see clause 9.2.1.4 of TS 38.473 [10]) and gNB-DU CONFIGURATION UPDATE (see clause 9.2.1.7 of TS 38.473 [10]). With this information, the gNB-CU knows NPN support information about the cells configured in this gNB-DU.
-	Upon receiving the above information from individual gNB-DUs, the gNB-CU knows which NID(s) are available for use. The reason is that not all distributed gNB-DUs under the same gNB-CU may necessarily support the same NIDs. The gNB-CU can then decide 
-	Based on this information, the gNB-CU can decide on which specific cells need to be activated on individual gNB-DUs. The gNB-CU communicates this information in the following F1AP messages: F1 SETUP RESPONSE (see clause 9.2.1.5 of TS 38.473 [10]) and gNB-DU CONFIGURATION ACKNOWLEDGE (see clause 9.2.1.8 of TS 38.473 [10]).
-	gNB-DUs do not communicate supported CAG(s) to the gNB-DU; instead, they keep this cell-level information internally. 
There could be scenarios where the NG-RAN node supporting NPNs is shared using 5G MOCN. In all these NPN sharing scenarios, each Cell Identity as specified in TS 38.331 [11] is associated with one of the following configuration options:
-	one or multiple SNPNs;
-	one or multiple PNI-NPNs (with CAG);
-	one or multiple PLMNs only.
For more details on these configuration options, see clause 5.18 of TS 23.501 [3].
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[bookmark: _Toc85713394]5.2.3	Requirements for management of PNI-NPN
REQ-PNIN-FUN-01 The 3GPP management system shall have the capability to collect NPN UE related data which may include MDT data and trace data.
REQ-PNIN-FUN-02 The 3GPP management system shall have the capability to provide NPN UE related data to authorized NPN service customer according to pre-defined agreements.
REQ-PNIN-FUN-03 The 3GPP management system should have the capability to support assignment and maintenance of CAG ID which identifies the CAG cells.
REQ-PNIN-FUN-04 The 3GPP management system shall have the capability to configure a NR cell to support PNI-NPN, by configuring a gNB (gNB-DU in NG-RAN split deployment scenarios) with a list of serving CAGs per PLMN Identity.
REQ-PNIN-FUN-05 The 3GPP management system should have the capability to manage the list of UEs that are allowed on the corresponding CAG.
REQ-PNIN-FUN-06 The 3GPP management system should have the capability to configure access policy of CAG cells.
NOTE:	The access policy of CAG cells includes such as allowed days/time slots for NPN UEs that are allowed on the corresponding CAG cells.
REQ-PNIN-FUN-07 The 3GPP management system shall have the capability to provision a PNI-NPN using a network slice, and make this slice available for the vertical by means of Network Slice as a Service (NSaaS) model (see clause 4.1.6 from TS 28.530 [270]).
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[bookmark: _Toc85713399]6.3.1	Solutions for NPN provisioning by a network slice of a PLMN
A mobile network operator (playing the role of NPN-SP) decides to provision a PNI-NPN for private use by an enterprise (playing the role of NPN-SC) in the form of a network slice of a PLMN. NPN-SP and NPN-OP are assumed to be same in this case for simplicity in understanding.
The main aspects of NPN provisioning by a network slice of a PLMN include:
1) The NPN-SC provides the NPN related SLA requirements to NPN-SP. These requirements specify NPN related SLS according to different vertical industry requriementsrequirements (e.g. coverage requirement within a specific geographic area, downlink/uplink throughput requirements, latency requirement, etc.) together with other business related information (e.g. NPN lifetime, NPN slice charging / accounting, etc.). The NPN-SP maps these SLS requirements into ServiceProfile attributes (see TS 28.541 [7]) and sends it in “AllocateNSI” request to NSMS_P.
2) Then the NSMS_P follows the NSI allocation procedure as described in clause 7.2 in TS 28.531 (This implicitly follows sub-steps like deriving slice profile requirements for subnets from service profile, checking possibility of reusing existing or creating new slice, allocation of NSSI etc. as per procedure defined in TS 28.531 [8]).
- 	The NG-RAN domain NSSMS_P determines to utilize the existing NG-RAN NE(s) or new NG-RAN NEs that are deployed in the PLMN network or deployed locally at the enterprise's premise or in the factory.
Based on the access policy from operator, from which the NSSMS_P can derive rules like days/time slots/occasions etc. for which an NPN UE can access a CAG cell, the NSSMF assigns the CAG ID identifying the CAG cells which enables the control of UE’s access to related PNI-NPN. The NRCellDU should be configured with the CAG ID to support access control for PNI-NPN UEs. The details of NRCellDU see TS 28.541 [7].
- 	The 5GC domain NSSMS_P determines to utilize new or existing 5GC NF(s) of the 5GC part that are deployed in the PLMN network.
-	If any, the TN domain related requirements are provided to the management system of TN domain.


	End of change



